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Course Feedback

Overview

This course lays the foundation for understanding terminology, principles, processes and best practices of information security at local and global levels. It further provides an overview of basic security vulnerabilities and countermeasures for protecting information assets through planning and administrative controls within an organization.

Competencies

- **Fundamental Principles and Concepts**
  The graduate defines security principles and cyber defense concepts to support security practices within an organization.

- **Impact of Policies and Procedures**
  The graduate identifies how security principles and cyber defense concepts impact organizational policies and practices.

- **Violations**
  The graduate identifies security principles and cyber defense concepts that have been violated in common security failures.

- **Protecting Organizational Assets**
  The graduate identifies security principles and cyber defense concepts to protect an organization’s assets.

- **The CIA Triad**
  The graduate identifies how confidentiality, integrity, and availability define security requirements for an organization.

- **Security Guidelines**
  The graduate identifies guidelines in privacy and compliance as applied to cybersecurity.
Welcome to Fundamentals of Information Security! In this uCertify course you will encounter terms and definitions, illustrative case studies and examples, interactive knowledge checks, and flash cards. Complete each lesson and study using the tools provided, then take the quiz at the end of each lesson to check your understanding. Competency will be demonstrated by the successful completion of an objective assessment. The pacing guide provides a suggested weekly plan for working through the materials in a timely manner.

Assessments

**Pre-Assessment: Fundamentals of Information Security**
- STATUS: Not Attempted
- # OF ITEMS: 70
- TIME ALLOTTED: 150 minutes
- CODE: PGGO

**Objective Assessment: Fundamentals of Information Security**
- STATUS: Not Attempted
- # OF ITEMS: 70
- TIME ALLOTTED: 150 minutes
- CODE: GGO1

A score of **Competent** or **Exemplary** is required to pass all assessments. Passing a preassessment does not guarantee you will pass the high stakes assessment.

On objective assessments, you will be charged a retake fee for the third attempt and every attempt thereafter. For more information click [here](https://my.wgu.edu/courses/course/9540002).