Overview

Information Security and Assurance explores the many facets of the information security landscape. Recognizing that there are no universal solutions to issues related to information security and assurance, this course covers the durable security principles that help to drive sound decisions. Additionally, this course introduces well-accepted risk-management principles that help to appropriately secure information assets. Finally, the course illustrates how a comprehensive library of policies, standards, and procedures are used to secure assets and provide the required levels of regulatory compliance. There are no prerequisites for this course.

Competencies

- **Information Security and Assurance Functional Areas**
  The graduate determines components and applications of the information security and assurance functional areas.

- **Information Security Policies, Standards, and Procedures**
  The graduate determines policies, standards, and procedures to satisfy an organization’s regulatory and information security needs.

- **Risk Management and Incident Management Principles**
  The graduate applies risk management and incident management principles to prevent, detect, and respond to threats to information security.

Learning

**Getting Started**

Welcome to Information Security and Assurance. This course uses the uCertify learning platform which contains all the necessary reading materials, videos, and knowledge checks to prepare you for the course assessment. In order to gain the best understanding of the course content, complete each assigned lesson. To help you track your progress, follow the pacing guide located in the Welcome section of the course.
Assessments

- **Pre-Assessment: Information Assurance and Security (BFO2)**
  - Status: Not Attempted
  - Time Allotted: 120 minutes
  - # of Items: 70
  - Code: PBFO

- **Objective Assessment: Information Assurance and Security**
  - Status: Not Attempted
  - Time Allotted: 120 minutes
  - # of Items: 70
  - Code: BFO2
A score of Competent or Exemplary is required to pass all assessments. Passing a preassessment does not guarantee you will pass the high stakes assessment.

On objective assessments, you will be charged a retake fee for the third attempt and every attempt thereafter. For more information click here.

Course Instructor Group

- cmsecurity@wgu.edu
- Schedule an Appointment with any Course Instructor

Course Instructor Responsibility

- How to Work with Course Instructors

Announcements

Course Tips

Course Search

Course Chatter